**„Porozmawiajmy o cyberbezpieczeństwie – aplikacja VR Company (Un)Hacked”.**

**Termin i czas trwania:**

10.10.2023 r., godz. 12.00, sala nr 1

Czas trwania szkolenia: 2 godziny

**Prowadzący:**

Maciej Pronkiewicz (PCEiKK w Bolesławcu)

Krzysztof Konieczny (Sun Capital, [https://suncapital.pl/)](https://suncapital.pl/) - *Pomysłodawca i współwłaściciel projektu vrtraining.cloud i aplikacji Company (Un)Hacked.*

**Organizator:**

Powiatowe Centrum Edukacji i Kształcenia Kadr w Bolesławcu, ul. Tyrankiewiczów 11.

Deklarację uczestnictwa w szkoleniu prosimy przesłać na adres e-mail sekretariat@boleslawiec.pceikk.pl najpóźniej **do 3 października 2023 r.**

**Miejsce szkolenia:**

Zespół Szkół Elektronicznych w Bolesławcu

ul. Tyrankiewiczów 2

59-700 Bolesławiec

**Cel szkolenia:**

Uczestnicy szkolenia będą mogli poszerzyć swoje wiadomości dotyczące cyberbezpieczeństwa i zdobyć praktyczne umiejętności przeciwdziałania cyberatakom. Szkolenie skierowane jest do nauczycieli, którzy o cyberbezpieczeństwie rozmawiają ze swoimi uczniami podczas zajęć z informatyki, ale także do wszystkich innych, którzy chcieliby podnieść własny poziom bezpieczeństwa, poznać naturę i sposoby obrony przed złośliwym oprogramowaniem, oprogramowaniem szpiegującym, pluskwami, phishingiem i socjotechniką.

Uczestnicy szkolenia będą mieli możliwość praktycznego przetestowania szkoleniowej aplikacji wirtualnej rzeczywistości COMPANY (UN)HACKED.

**Do kogo skierowane jest szkolenie ?**

* nauczyciele informatyki i nauczyciele wykorzystujący TIK na swoich lekcjach;
* nauczyciele realizujący przedmioty zawodowe, które w swoim programie zawierają zagadnienia związane bezpieczeństwem w sieci;
* nauczyciele szkół ogólnokształcących i zawodowych, którzy widzą możliwość przygotowania uczniów do uzyskania dodatkowych umiejętności lub uprawnień zawodowych związanych z nauczanym zawodem (zgodnie z możliwościami jakie daje podstawa programowa);
* nauczyciele, którzy zadeklarowali udział w sieci współpracy i samokształcenia nauczycieli informatyki;
* nauczyciele, którzy zainteresowani są różnymi możliwościami wykorzystania technologii wirtualnej rzeczywistości (VR) w edukacji.

**Program szkolenia:**

|  |  |  |  |
| --- | --- | --- | --- |
| Lp.  | Godzina  | Program  | Prowadzący  |
| 1.  | 12.00 – 12.15  | Powitanie. Czym jest immersja i stopnie swobody ? Wirtualne światy. VR w kształceniu zawodowym.  | Maciej Pronkiewicz (PCEiKK)  |
| 2.  | 12.15 – 12.45  | Jak powinniśmy dbać o własne cyberbezpieczeństwo? Przykładowy cyberatak – omówienie prawidłowych zachowań użytkownika na przykładzie scenariusza zajęć wykorzystujących aplikację VR COMPANY (UN)HACKED. Pytania. Dyskusja.  | Krzysztof Konieczny (Sun Capital)  |
| 3.  | 12.45 – 13.00  | Przerwa kawowa.  |   |
| 4.  | 13.00 – 14.00  | Prezentacja kolejnych scenariuszy edukacyjnych zawartych w aplikacji VR COMPANY (UN)HACKED z udziałem uczestników szkolenia. Omówienie prawidłowych postaw w przypadku wykrycia cyberataku oraz działania prewencyjne.  | Krzysztof Konieczny (Sun Capital) Maciej Pronkiewicz (PCEiKK)  |

**Materiały informacyjne:**

Strona aplikacji COMPANY (UN)HACKED:

<https://vrtraining.cloud/>

Intro COMPANY (UN)HACKED:

<https://www.youtube.com/watch?v=mj2Ci5XF3T4>

**ZGŁOSZENIE - SZKOLENIE OTWARTE**

Wypełniony formularz (literami drukowanymi) prosimy przekazać do PCEiKK lub przesłać na adres e-mail: sekretariat@boleslawiec.pceikk.pl do dnia 03.10.2023 r.

Tytuł szkolenia: „Porozmawiajmy o cyberbezpieczeństwie – aplikacja VR Company (Un)Hacked”.

Data: 10.10.2023 r., godz. 12:00, Czas trwania szkolenia: 2 godziny

Forma: stacjonarnie, Zespół Szkół Elektronicznych w Bolesławcu, ul. Tyrankiewiczów 2 , 59-700 Bolesławiec

**DANE UCZESTNIKA**

Imię i nazwisko.……………………………………………………………………………………………………..

Telefon kontaktowy.………………………………………………………………………………………………...

Data i miejsce urodzenia…………………………………………………………………………………………….

E-mail: ………………………………………………………………………………………………………………

Miejsce pracy: ……………..………………………………………………………………………………………..

Stanowisko: …………………………………………………………………………………………………………

**Forma płatności: - forma bezpłatna**

Potwierdzenie dyrektora placówki o skierowaniu na szkolenie:

……………………………………….

 (pieczęć i podpis dyrektora)

**Warunkiem uczestnictwa w szkoleniu jest podpisanie oświadczenia**

**dotyczącego wyrażenia zgody na przetwarzanie danych osobowych.**

**OŚWIADCZENIE**

dotyczące wyrażenia zgody na przetwarzania danych osobowych

Zgodnie ustawą z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. z 2019 r., poz. 730),ustawą z dnia 14 grudnia 2018 r. o ochronie danych osobowych przetwarzanych w związku z zapobieganiem i zwalczaniem przestępczości (Dz. U. z 2019 r., poz. 125) i Rozporządzeniem Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE.(ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L z 04.05.2016 r., str. 1).

Ja, niżej podpisana/y oświadczam, że zostałem/am poinformowany/a o warunkach dotyczących przetwarzania moich danych osobowych podanych przeze mnie dobrowolnie tj. nazwisko i imię, numeru telefonu, adresu e-mail, miejsce pracy przez Powiatowy Ośrodek Doskonalenia Nauczycieli w Bolesławcu wchodzący w skład Powiatowego Centrum Edukacji i Kształceni Kadr w Bolesławcu.

[TAK] [NIE] \* Wyrażam zgodę na przetwarzanie w/w danych osobowych na potrzeby przeprowadzenia
 rekrutacji i organizacji szkolenia.

[TAK] [NIE] \* Wyrażam zgodę na zamieszczenie przez organizatora mojego wizerunku utrwalonego podczas
 szkolenia na stronie internetowej PCEiKK w Bolesławcu.

…………………………………….. ……………………………….

 (data i miejscowość) (podpis uczestnika)

**\*niepotrzebne skreślić**

**KLAUZULA INFORMACYJNA DLA UCZESTNIKÓW SZKOLENIA**

Zgodnie z ustawą z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. z 2019 r., poz. 1781), ustawą z dnia 14 grudnia 2018 r. o ochronie danych osobowych przetwarzanych w związku z zapobieganiem i zwalczaniem przestępczości (Dz. U. z 2019 r., poz. 125) i Rozporządzeniem Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych)

informuję, że:

1. Administratorem danych osobowych osób, których dane dotyczą jest Dyrektor Powiatowego Centrum Edukacji i Kształcenia Kadr w Bolesławcu, z siedzibą przy ul. Tyrankiewiczów 11, 59-700 Bolesławiec, tel.: 075 735 18 64, e-mail: sekretariat@boleslawiec.pceikk.pl;
2. Kontakt z Inspektorem Ochrony Danych Osobowych Powiatowego Centrum Edukacji i Kształcenia Kadr w Bolesławcu możliwy jest pod numerem tel. 075 612 17 95;
3. Dane osobowe osób, których dane dotyczą będą przetwarzane na podstawie:
4. art. 6, ust. 1 lit a RODO, tj. osoba, której dane dotyczą wyraziła zgodę na przetwarzanie swoich danych osobowych w jednym lub większej liczbie określonych celów;
5. art. 6, ust. 1lit f RODO, tj. przetwarzanie jest niezbędne do celów wynikających z prawnie uzasadnionych interesów realizowanych przez administratora lub przez stronę trzecią, z wyjątkiem sytuacji, w których nadrzędny charakter wobec tych interesów mają interesy lub podstawowe prawa i wolności osoby, której dane dotyczą, wymagające ochrony danych osobowych, w szczególności gdy osoba, której dane dotyczą, jest dzieckiem;
6. Dane osobowe osób, których dane dotyczą będą przetwarzane na potrzeby przeprowadzenia rekrutacji na szkolenia w zakresie korzystania z doradztwa metodycznego i doskonalenia zawodowego nauczycieli;
7. Podstawą prawną przetwarzania danych osobowych osób, których dane dotyczą będą zgody uczestników zgłaszających się na szkolenia w zakresie korzystania z doradztwa metodycznego i doskonalenia zawodowego nauczycieli. Kategorie przetwarzanych danych obejmują podstawowe dane osobowe tj. imię i nazwisko uczestnika/osoby kontaktowej, telefon kontaktowy, adres e-mailowy, miejsce pracy, a także szczególne kategorie danych osobowych w postaci wizerunku uczestników szkolenia;
8. Dane osobowe osób, których dotyczą mogą być udostępniane podmiotom dostarczającym lub utrzymującym infrastrukturę IT Administratora, podmiotom i osobom świadczącym usługi ochrony mienia lub osób Administratora, podmiotom i osobom świadczącym na rzecz Administratora usługi prawne oraz innym podmiotom, którym Administrator w celu wykonywania praw i obowiązków wynikających z zawartych umów cywilnoprawnych powierzył dane osobowe (procesorom), a także organom uprawnionym do otrzymywania danych osobowych na podstawie przepisów prawa. Dane osobowe osób, których dotyczą nie będą przekazywane do państwa trzeciego/organizacji międzynarodowej;
9. Dane osobowe osób, których dane dotyczą będą przetwarzane w ramach dokumentacji prowadzonej przez Administratora w formie papierowej i w systemach informatycznych na podstawie przepisów prawa przez okresy określone w Jednolitym Rzeczowym Wykazie Akt zatwierdzonym przez archiwum państwowe;
10. Osoba, której dane dotyczą posiada:
11. art. 15 RODO, tj. prawo do żądania od administratora dostępu do danych osobowych;
12. art. 16 RODO, tj. prawo do sprostowania danych osobowych;
13. art. 17 RODO, tj. prawo do usunięcia danych osobowych;
14. art. 18 RODO, tj. prawo do ograniczenia przetwarzania;
15. art. 20 RODO, tj. prawo do przenoszenia danych;
16. art. 21 RODO, tj. prawo do sprzeciwu;

wobec przetwarzania, o ile inne przepisy prawa nie uniemożliwiają Administratorowi realizacji tych praw,

1. Osoba, której dane dotyczą posiada prawo do cofnięcia zgody w dowolnym momencie, z wyłączeniem przypadku, gdy przetwarzanie danych odbywa się na podstawie przepisów prawa;
2. Osobie, której dane dotyczą przysługuje prawo wniesienia skargi do organu nadzorczego, tj. Prezesa Urzędu Ochrony Danych Osobowych w przypadku gdy uzna, że przetwarzanie danych narusza jej prawa lub wolności;
3. Podanie danych osobowych jest dobrowolne, ale konieczne dla realizacji wymienionych celów, brak ich podania uniemożliwi osobie, której dane dotyczą korzystanie z przysługujących na podstawie określonych przepisów praw.

*Administrator Danych Osobowych*

 ………………………………. ……..…………………………..

 (data i miejscowość) (podpis uczestnika)